
WebTitan for MSPs     DNS Filtering and DNS Security Layer for Managed Service 
Providers   
WebTitan for MSPs is a cloud-based DNS web filtering solution, purpose-built to integrate seamlessly into a 
managed service provider’s existing security stack. This multi-tenant solution offers comprehensive, real-time 
protection from online threats through advanced content filtering and virus protection. 

WebTitan for Manged Services 
Providers is flexible and scalable 
solution that is easy to onboard 
and add on clients. 

Trusted by over 3,000 MSPs globally 
for their web security needs, 
WebTitan DNS Filtering adds a 
highly robust layer of security 
to stop malicious activity from 
reaching the corporate network. 

• Margin-making capability for MSPs. 
• WebTitan protects organizations from 

threats by managing their internet traffic. 
Malware and phishing are link killers for 
your customers. 

• Real-time LIVE updating of malware and 
malicious threats. 

• Active database of 650 million users 
driving the AI-driven protection.

• Ease of deployment, roll-out and use.  

Why WebTitan? 

PREVENT BLOCK PROTECT FILTER

• No punitive terms or measures, no sharp 
practices. 

• Full industry-leading support from IT pros.  
• The power of reporting with full 

AzureAD integration.
• Easy filtering at multiple levels and the 

capability to recognize users in many 
different ways.

• Offers remote employee & student 
protection filtering for Windows, Mac, 
and Chromebooks. 



About TitanHQ

TitanHQ offers a best-in-class SaaS Cybersecurity Platform delivering a layered security solution
to prevent user vulnerability. Our MSP-centric platform enables our partners to generate
recurring revenue through the sale of our solutions to SMBs and to scale and effectively manage
their businesses.

Book a Free WebTitan Demo 

WebTitan Cloud for MSPs is cloud-based, multi-tenant, scalable, re-brandable, and designed for you!

WebTitan and our team of experts will help you achieve scale and recurring revenue. 

See WebTitan in action; book a demo today.

• Comprehensive set of predefined threat categories, with the 
ability to create custom categories. 

• Threat categories are fully managed and updated using an 
AI-based classification engine and human quality assurance 
to categorize and validate content accurately. 

• The classification engine provides Premium URL classification 
and best-in-class, market-leading accuracy and coverage, 
spanning more than 99% of the ActiveWeb. 

• Customizable block page.   
• Roaming agent for off-the-network filtering, suitable for 

remote employees and children on school devices. 

• MSPs can define and customize a default policy so that 
on adding a customer, the specified policy is set to the 
customer’s default policy.

• A filtering policy can be applied to a user, user group, 
location, and device. 

• Use the system default policy or create your own custom 
policies. 

• MSPs can implement global ‘allow’ and ‘block’ lists on all 
policies; customers inherit these. 

• Per policy, Safe Search settings protect against explicit 
search results, including thumbnail images on Google, Bing, 
and YouTube videos. 

• Active directory groups can be imported and have a policy 
applied. 

WebTitan Features

Filtering 

Policies 

• WebTitan Cloud offers a robust Rest API set with our 
dedicated infrastructure, allowing you to easily incorporate 
DNS filtering and customer onboarding directly into your 
existing cloud offering. 

• Multiple user identification methods available, with support 
for both Microsoft Active Directory & Azure AD. 

• User requests can be identified with Active Directory 
integration or WebTitan roaming agents to give better 
reporting and more granular control. 

Extensive APIs 

User Identification 

• 100% cloud-based, no software installation required. 
• DNS-based solution that only requires a simple DNS redirect 

to your WebTitan Cloud server. 
• Flexible deployment options: SaaS, dedicated infrastructure, 

and roaming agents for off-network protection. 
• Easy navigation between customer accounts. 
• Enforce 2FA – The ability to enforce 2FA on all administrators.

• Off-network filtering and policy implementation are available 
using WebTitan OTG agents, with Windows, Mac, and 
Chromebooks support. 

• Designed for the education sector, OTG2 for Chromebooks 
supports CIPA compliance and delivers user and device-level 
filtering, both on-site in the classroom and off-site at home. 

• Extensive set of predefined and fully customizable reports 
available. 

• Real-time browsing view to assist with monitoring and 
troubleshooting. 

• At-a-glance dashboard provides an overview of system 
performance and user activity. 

• Enable email notifications to be informed when there is an 
attempt to access a blocked category. 

• Export report data 

Easy to Setup & Configure 

Off-Network Protection 

Reporting 

https://www.titanhq.com/signup-for-webtitan-demo/

